
Dealing with a Data Breach
Good data security habits will prevent most accidental data breaches, but action may occasionally be needed to minimise their impact.	Remember:	PREVENT	MINIMISE	REPORT


[bookmark: _GoBack]Simon Parker, Headteacher, Urmston Primary School
Matt Keeffe   - Matt.keeffe@radcat.co.uk
Designated person in school:
Data Protection Officer:
Do you think a data breach has the
potential to happen?

e.g. Data is on display in an office that might be seen by unauthorised people

PREVENT a breach by speaking to the relevant colleague and reminding them of their GDPR responsibility

No need to report something
that hasn’t yet happened!
Do you think a data breach is likely
to have happened?

e.g. Data is open on SIMS while students are unsupervised in an office

MINIMISE the impact by speaking to the relevant colleague and also informing the designated person as soon as possible
Sensible action can be taken to
minimise a possible breach
Has a data breach already
happened?

e.g. You accidentally sent a sensitive email to the wrong person

REPORT the breach as soon as possible to the designated person who will report it to the DPO. Act to minimise the impact.
This is everyone’s responsibility under the new laws
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